
 

Privacy Settings 
 

The internet offers a wealth of knowledge and ways to connect with people. However, 
as we explored last week, it can lead to people to search personal information on you or 
people you know.  
 
No matter how you access the internet or internet-connected apps, there are privacy 
settings that you, as a user can use to protect your personal information. Here are some 
examples that you can explore. Even though you may not use certain apps or browsers, 
someone you know (family and friends) may use them. Helping them understand how 
and who they choose to share information can help their information stay safe and 
secure. 
 

Browser Settings 
(This can look different on how your browser is set up on your computer) 

 
It may seem like a lot but for not, focus on the privacy menu(s). Here, you can change 
how you interact with your internet browser, search history, and what information it 
collects to make searching for something easier. Easier does not mean secure! 
 
Explore the different settings on your browser to tune what kind of information your 
browser keeps or deletes when you close your browser, how to clear your search 
history, cookies (how websites remember what you do so it tailors searches to your 
preferences), cache (data to store temporary data so the next time you load up a 
website or app, it will load faster), and permissions (microphone, camera, notifications, 
and location) and more. 
 
There are other browsers you can download and use. Here are some examples that will 
help you navigate any browser you end up using. You can also research the browser 
you use by searching the “browser name + security settings.” 

 
  



 
Google Chrome:  

1. Click on the three vertical dots and select Settings 

 

 
 
  



 
Mozilla Firefox: 

1. Click the three horizontal lines and select “Options.” 

 



 
2. Select “Privacy & Security.” 

 
 
  



 
Microsoft Edge: 

1. Click on the three horizontal dots and select Settings. 

 



 
2. Microsoft Edge expands its privacy settings into two tabs, “Privacy, search, and 

services” and “ Site permissions.”  

 

 
 



 
Social Media 

Social media can be a useful tool to help you with friends and family and share your life. 
However, you should know who is able to access this information and if they can be 
trusted.  
 
It is a hassle but it’s important to use different passwords with every account. In case 
one account is compromised, hackers can’t access all your information if your 
passwords are different. 
 
Some websites offer two-way authentication (2FA) where you have to verify your 
identity via phone call, text message, or email. Some sites also let you know when your 
account is logged in on a new device. If it’s not a device you know of, you should 
change your password immediately to prevent information from leaking. 
 
Facebook: (screenshots taken from a computer) 

1. After you (or your family members) login, click on the upside-down triangle to 
open the Settings menu. Here, click on “Settings & Privacy” to explore the 
different settings you can tweak how people see your profile.  

 
2. There are a lot of menus within Facebook to explore. The “Settings” option takes 

you to the “General Account Settings” page. It’s a lot of information to take in but 
taking time to go through them will help you protect your privacy from people you 
don’t know. 



 
a. Facebook lists who you choose to view information as: 

i. Only Me - only you can view any information you put on your profile 
ii. Friends - the people you choose to friend 
iii. Public - anyone on or off Facebook (least secure) 
iv. Custom - include and exclude friends and lists 

3. Settings can be accessed from mobile devices as well under the same settings. 
 
Instagram: (screenshots taken from a computer) 

1. Click your profile picture and select “Settings.”  

 
2. Click “Privacy and Security” to explore how people can view your profile.  

 
3. Settings can be accessed from mobile devices as well under the same settings. 

 
 



 
Snapchat: (screenshots taken using an Android device) 

1. Press on your profile picture and select the gear icon to enter the Settings.

             
2. Go through each option to check that your Snaps are being viewed only by the 

people you want to see. Snapchat also allows you to set up Two-Way 
Authentication in case your account is compromised. 

 
  



 
TikTok: (screenshots taken using an Android device) 

1. Press on “Me” and the three vertical dots in the corner to go into the settings. 

 
2. Look at the settings under Privacy and Security to make sure the settings are 

correct. 

 
  



 
Twitch: (screenshots taken from a computer) 

1. Click on your profile and click on settings. 

 
2. Click on “Security and Privacy” and explore the options. 

  



 
Twitter: (screenshots taken from a computer) 

1. Once you log in, click on “More” to be taken to the “Settings and Privacy” page. 

 
2. Select “Privacy and safety” and go through the different options to limit what 

information you share is available to the public. 

  



 
Youtube: (screenshots taken from a computer) 

1. Click on your profile picture and select settings. 

 
 
 
 



 
2. Select on “Privacy” to manage what you share on YouTube. Explore the different 

menu options to dive deeper into how Youtube works. 

 


